INFORMATION ON THE PROCESSING OF BROWSING DATA
Article 13 of EU Regulation 2016/679

What personal data do we collect?
The Data Controller collects the following data:

1. User identification data, such as IP addresses and domain names of the computer;
Data relating to the use of the website by the user, through the use of technical
cookies;

3. Data voluntarily provided by the user — identifying information — for access to certain
services offered through the website.

Regarding the use of cookies: these consist of text files that are automatically generated on
the user’s device after visiting certain pages of the website. Some of these files (session
cookies) are automatically removed when the browser is closed. Another type of cookies,
however, is recorded and stored on the user’s computer (for example, to automate the login
procedure to the reserved area, the user can choose to have their User ID and password
stored in one of these files).

This website uses technical cookies. If the user prefers not to receive cookies, they can
prevent their transmission by appropriately configuring their Internet browser settings. In
some cases, however, the use of certain parts of the website may depend on the storage of
cookies on the user’s computer.

For what purposes do we use your personal data?
The Data Controller processes personal data for the following purposes:
1. To ensure the proper use of the website;
. To evaluate, in statistical form, the use of the website by users;
3. To detect any unlawful activities carried out by users to the detriment of third parties,
or to the detriment of the Data Controller or third parties;
4. To comply with European and national legislation, as well as measures of the
Supervisory Authority.

Why is our data processing legitimate?

The processing of personal data carried out by the Data Controller is legitimate because,
with regard to the use of technical cookies, it is based on the performance of contractual
obligations with the user (connected to the use of the website itself) and on the fulfillment of
legal obligations (relating to the detection of unlawful activities and compliance with
regulatory provisions).

How does the Data Controller process your personal data and how long is it
retained?

Your personal data is processed both in paper and electronic form (servers, cloud
databases, software applications, etc.).

The Data Controller stores the user’s personal information based on some key criteria,
specifically related to the purposes of collection and to the limitation periods required by law.

Who do we disclose personal data to?



Within the Data Controller’s organization
Only employees and collaborators of the Data Controller who need it to provide the
requested services may access personal data, and only to the extent necessary. In
particular:

* IT department staff.
Our employees and collaborators have been informed of the importance of maintaining strict
confidentiality regarding personal data: the Data Controller takes all necessary actions to
remind them of their responsibilities in terms of data protection.

Service providers
The Data Controller shares personal information with certain providers that assist in
delivering the services you request:

* Third parties that provide support for website management.
If third parties access the data, they will do so in compliance with applicable data protection
regulations and the instructions given by the Data Controller.

Legal requirements
We do not disclose personal information to other third parties without authorization, unless
required by law or by an Authority.

What are your rights as a data subject and how can you exercise them?
The European Regulation on the protection of personal data (2016/679) grants you, as a
data subject, specific rights.
For each processing, you may exercise the following rights:
* Right of access: you have the right to obtain a copy of your personal data we hold
and process;
* Right to rectification: you have the right to have your personal data held by the
Data Controller corrected if it is outdated or inaccurate;
* Right to withdraw consent: you have the right to withdraw your consent to a given
processing at any time;
* Right to contact the Data Protection Authority: you have the right to contact the
Supervisory Authority if you have doubts about how the Data Controller processes
your personal data.

You may also exercise the following rights in specific circumstances:

* Right to erasure: you may request that the Data Controller delete your personal
data if the processing purposes have ceased and no legitimate interests or legal
obligations require its continuation;

* Right to object to processing: you may request that the Data Controller stop a
specific processing of your personal data;

* Right to restrict processing: you have the right to request that the Data Controller
limit certain processing operations on your personal data;

* Right to data portability: you have the right to obtain a copy of your data in a
structured format that can be transferred electronically to another Data Controller.

If you wish to exercise your rights, please write to the following address, specifying your
request and providing the necessary information to identify you:
ANDI, Lungotevere Sanzio, 9 — 00153 — Rome — serviziodpo@andinazionale.it



